**[*БЛАНК АУДИТОРСКОЙ ОРГАНИЗАЦИИ***]

Наименование обслуживающей организации

ФИО руководителя

Уважаемый [*Имя Отчество*]!

Ваша компания оказывала бухгалтерские услуги [*полное наименование клиента*] за 20Х1 год.[*наименование* *аудиторской организации*] является аудитором [*наименование клиента*] за 201Х год.

В связи с проведением аудита отчетности [*наименование клиента*] за 201Х год и на основании требований п. 12 МСА 402 «Особенности аудита организации, пользующейся услугами обслуживающей организации» мы обращаемся к Вам с просьбой о посещении нами Вашей организации и просим предоставить нам следующую информацию:

* договор между Вами и [*наименование клиента*] на оказание услуг по ведению учета и составлению отчетности;
* сведения о вашей организации, в том числе бухгалтерскую (финансовую) отчетность за 20ХХ год;
* наличие отчета аудиторской организации в отношении описания и структуры (а также, при наличии) операционной эффективности средств контроля Вашей организации, предусмотренных МСА 402 «Особенности аудита организации, пользующейся услугами обслуживающей организации». В случае наличия такого отчета просим предоставить его нам для ознакомления;
* сведения об используемых Вами средствах контроля, применяемых в компьютерных системах обработки данных, включая сведения по прилагаемому ниже перечню вопросов (см. Приложение 1);
* сведения о взаимодействии Ваших систем учета и внутреннего контроля с системами внутреннего контроля [*наименование клиента*];
* сведения о том, были ли выявлены Вашей организацией при оказании бухгалтерских услуг [*наименование клиента*] какие-либо неисправленные искажения, несоответствия требованиям законодательства или недобросовестные действия, влияющие на отчетность.

C уважением,

ФИО, дата.

## Приложение 1

**Анкета о средствах контроля в [*Наименование обслуживающей организации*]**

|  |  |
| --- | --- |
| Наименование средства контроля | Комментарии (укажите, где возможно, наименование программ, ПО и/или ответственных лиц ) |
| Наличие паролей доступа к информации |  |
| Наличие антивирусных программ |  |
| Наличие программ по проверке жесткого диска на целостность |  |
| Использование сотрудниками информационных носителей (флэшки, CD, пр.) для копирования информации |  |
| Обеспечение информационной безопасности работы с Internet и e-mail |  |
| Уровень компьютерной грамотности лиц, обслуживающих клиента |  |
| Наличие специального подразделения/специалиста, отвечающего за безопасность информации |  |
| Программно-технические средства защиты информации |  |
| Контроль за предупреждением возникновения рисковых ситуаций |  |
| Меры ответственности персонала за работу с информацией |  |

ФИО, дата.